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Pre-Installation Checklist

Take this opportunity to fill out the Pre-Installation Checklist below to be sure that you have all the requirements
needed for a successful scanner installation.

NOTE: You must have Administrative Privileges* on your PC to perform the installation. If you are not sure if you
have administrative privileges or if your system does not meet the requirements below, please check with your PC
support staff before proceeding.

PRE-INSTALLATION CHECK LIST

OPERATING SYSTEM (Please check one)

Windows 2000 Il
or
Windows XP ]

INTERNET EXPLORER (Please check one)
For the latest version of IE, go to www.microsoft.com

6.0 O

or

7.0 O

INTERNET CONNECTION
High-Speed (DSL, Cable,T1) []

JAVA (Please check one)

For the latest java version, go to www.java.com
Microsoft VM
or
JVM ]

SYSTEM SPECS
Minimum Requirements
CPU 1.8 GHZ

RAM 128 MB
Port USB 1.1

Recommended
CPU 2.8 GHZ

RAM 256 MB

Port USB 2.0
My PC

CPU GHZ
RAM MB

Port USB

OO0 |[O000

SCREEN RESOLUTION
Works best with screen resolution 1024x768

*Administrative Privileges is the ability to change the computers configuration and install new software applications.




Scanner Installation Assistance Form

If you have difficulty installing your scanner, please complete and send the Scanner Installation Assistance Form to
Secure Payment Systems Technical Support Department via fax (858) 549-1323
or email support@securepaymentsystems.com.

File Code:

Product: [] ARC

[] IRD

Scanner Model:

Serial #:

COMPANY INFORMATION

Company Name / Location (City/State):

Installer Name & Number:

IT / Network ADMIN (If any):

Data Processor (If any):

Type of Company:

Date:

Comments:

Day:

COMPUTER INFORMATION

Operating System: [_JWIN XP [_JWIN 2000 Ver.
1. Does installer have Administrative Rights? [CJyes [INo
2. Does computer have a USB Port? [] Yes []No
3. Do you have Internet Explorer 5.5 or above? [JYes [INo
4. Type of Internet Connection: [JDSL [JCABLE []T1 [JOTHER
5. Is there a Fire Wall? [JYes []No
8. Is the Pop-Up Blocker turned off? [J Yes []No

Please choose a date and time for an installation walk through.

Time:

If you have difficulty answering the questions below, please contact your PC support staff.

Service Pack:

[ AR R RN R N R NN N R R RN R R R N N R N N R R R A R N N R RN R A R RN N R N N AN R R N R N NN NN N

Time Zone:

*Administrative Privileges is the ability to change the computers configuration and install new software applications.




About Secure Payment Systems, Inc.

The Company

Secure Payment Systems (SPS) is a transaction processing and risk management company that specializes
in the needs of small and midsize businesses. In addition to traditional point-of-sale transaction processing,
we offer electronic check conversion, gift and loyalty card processing, a proprietary ATM debit payroll
/ international funds transfer card, as well as an array of sophisticated Web-based products including a
recurring debit and credit platform and the popular check21 solution. In other words, SPS provides you with
affordable solutions that you need to compete with the retail elite.

SPS is helping business change the way it operates — implementing enhanced check fraud algorithms,
focusing on new customer marketing strategies, maximizing untapped opportunity, protecting profits and
increasing revenues. And that is no small change.

Custom Tailored Applications

SPS products and services are highly scalable and adaptable within all business environments via our
secure state-of-the-art, web based software. We understand that one size does not fit all. No matter what
your business, SPS can custom tailor a payment solution to meet your specific needs so you can benefit
from electronic processing technologies. We fully integrated and enhanced the functionality of our products
and services to specifically meet the needs of merchants, banks, financial institutions, collection agencies,
property management companies, and more.

SPS Contact List

For more information on our various solutions, contact an SPS representative at: 1.888.313.7842.

Technical Support
support@securepaymentsystems.com

Sales and Marketing
sales@securepaymentsystems.com




Web Browser Configuration IE 6.0

The following are detailed instructions to ensure your Page Refresh settings are configured properly.

Web Browser Settings

1. Launch Internet Explorer

Fil=  Edit Wiew  Faworites Help 2. Go to your browser toolbar

eﬁack i “J @ @ -;h /':__‘:' Search ‘-‘::'\E-’ Favorites 63 select

Tools

3. Select

File Edit Wiew Favorites SCESE Help Internet Options

: = Mail and News o _ )
@Eack 2, \ﬂ Pop-up Blocker W gl @ E)' N

Manage Add-ons...
Synchronize. ., I

! Windows Lpdate

-

Windows Messenger

Sun Java Console




|

Internet Options

General | Securiy | Privacy | Content Connections | Programs | Advang

A
Home page

E! Y'ou can change which page to use for your home page.

Address: | http: A vy specheck 21, comd |

[_ Uze Current ] [ Uze Default ] [ Lze Blank ]

[ emporary |ntermet files
7 FPages vou view on the [nternet are stared in a special folder
& %

Settings...

for quick wiewing later.

Hiztomn

The Hiztor folder containg links to pages wou've wvisited, for
quick access o recently viewed pages.

D aps to keep pages in histony:

20 = [ Clear Histary

4. On the Internet Options
window go to General Tab and
select

Settings

[ Colors... ] [ Fonts... ] [ Languages... ] [.ﬁ.ccessibilit}l...

[ ]S ][ Cancel ][ Apply

Settings

‘ Check For newer versions of stored pages:
.
& (%) Every visit ko the page

{:} Ewery time you start Inkernet Explorer
() Automatically

{:J' Mewer

Temporary Intermet files Folder

Current location:  C\Documents and
Settings!S ecureP aymentS psiLocal
Settings! Temporary Internet Files!,

amount of disk space bo use:

—J 5061 5| ME

[ Mowve Faolder.., ][ Wiew Files., ., ]['-.-'iew Ohjects... ]

I (w4 I[ Zancel J

In the Settings window, under
Check for newer versions of
stored pages, select

Every visit to the page

Select
OK




Active X Controls

Internet Options

Select a zone bo view of change security setkings.

@ /O

Localintranet  Trusted sites  Restricted
sites

Internet

This 2one is for Inkernet websites, SItes
except those listed in trusted and

restricted zones.

Securily level For this zone

Custom
Custom settings,
- To change the settings, click Custom level,
- To use the recommended settings, click Default level.

“I Custom level. .. [ Default lewel J

[ Reset all zones to default level ]

| Gerers I Security EI’rivacy | Comtent | Connections | Programs | Advanced |

[ OF l [ Cancel apply

Active X Configuration Settings

7. On the Internet Options window
go to the Security tab, highlight

Internet

8. Select

Custom Level

On PC'’s running Windows XP-SP2, Active X controls and plug-ins should have the configuration settings

noted:

Security Settings

Settings:

Activer controls and plug-ins
Automatic prompking For Ackivel controls

=cripk behaviors
() Administrator approved
{ ) Disable

Security Settings window will
automatically appear.

9. Scroll down to section

ActiveX controls and plug-ins

10. Automatic Prompting for ActiveX
controls:

Enable

11. Binary and script behaviors:

Enable




On all PC’s, the following five setting options will appear and should have the configuration settings noted:

Security Settings

Setkings:

(") Disable
{ ) Enable

Download unsigned Sctivel controls
(_' Enable
{:} Prormpk
@ Initialize and scripk Activelr conkrols nok marked as safe
() Enable
{:} Prormpk
@ Run Activer controls and plug-ins
() administrator approved
{ ) Disable

[

“Promp
@ Script Ackivel controls marked safe For scripting

@ Download signed Ackiver controls o

Security Settings

Settings:

12.

13.

14.

15.

16.

Download signed ActiveX
controls:

Prompt

Download unsigned ActiveX
controls:

Disable

Initialize and script ActiveX
controls not marked as safe:

Disable
Run ActiveX controls and plug-
ins:

Enable

Script ActiveX controls marked
safe for scripting:

Enable

@ Initialize and script Activer controls nok marked as safe &
(%) Disable I
() Enable
D Prampk
@ Fun Activer controls and plug-ins
() Administrator approved
(") Disable
(%) Enable
D Prampk
@ Scripk Activer controls marked safe For scripting
() Disable
(%) Enable
) Prompt

£

Reset cuskom settings

Reset ko iMedium VH Reset ]

17. To save the changes, select

OK




7 E Are wou sUre you wank to change the security settings For this zone?
e ]

18. Confirm you would like to save
changes, select

Yes

Internet Options

|_EEE3U Security |F'riva-:_l,l | Cantent | Connections | Programs | Advanced

Select a'\Web content zone to zpecify its zecurity settings.

The Internet Options window will
automatically appear.
r|h-rru-r Local intranet  Trusted sites Restricted .
sitas 19. Close the Internet Options
window by selecting

Internet

Thiz zone containz all *Web sites you ey

haven't placed in ather zones — OK or Apply

Security lewvel for thiz zone

Custom
Custom settings.
- To change the zettiings, click Custom Lewvel.
- To uge the recommended seftings, click Default Level,

[ Custom Level... ] [ Default Level ]

10



Web Browser Configuration IE 7.0

The following are detailed instructions to ensure your Browser settings are configured properly. If you are running
VISTA, please see Appendix C prior to configuring your browser and downloading drivers.

Web Browser Settings

| . , I

e |j‘§ l | - B i "@F‘agel"@iﬁ'ﬁuhv

1. Launch Internet Explorer

2. Go to your browser toolbar,
select

Tools

>

ﬁ o |@ |_| ‘E:}f - B F.% *|=_;;|l°Page~ f_'\f:‘iETouISv

Delete Browsing History. ..

| Pop-up Blocker b
Phishing Filter (il
Managq—— -

- 13. Select

v Work O i
Windou Internet Options

Full Screen Fi1
v Menu Bar rke
Toolbars k

Windows Messenger
Diagnose Connection Problems...
Sun Java Console

Internet Ophons

11



Internet Options

Hirne page
To create home page tabs, bype each address on its own line,

l Use current ][ Use default ”_ Use blank.

Bdowsing hiskory

and web Form information.
[

?LI Delete temporary files, history, cookies, saved passwards,

L
i e ey

search :
p “hange search defaults, Settings
Tabs -
- Change how webpages are displayed in Settings
tabs.
Appearance
Colars ] [ Languages ] [ Fonks J [ Accessibility ]

I OK l[ Cancel ] apply

Temporary Internet Files and History Settings

Temporary Internet Files

Internet Explorer stores copies of webpages, images, and media
for Faster wiewing later.

() Every kime I visit the webpage

() Bukomakically

{:) Merwver

Disk space ko use (3 - 1024ME): 1024 3__!

[Recommended: 50 - 250MB)

Zurrent location:

CiDocuments and SettingsiS ecurePaymentSysiLocal
Settingst Temporary Internet Files),

[ Maovwe Folder, .. ][ Wiew objecks ][ Wig files

Hiskary

Specify how many davs Internet Explorer should save the list
of websites you have visiced,

Days to keep pages in history: | 20 B |

A

.

On the Internet Options window
go to General Tab and select:

Settings

In the Settings window, under
Check for newer versions of
stored pages, select

Every visit to the page

Select
OK

12




Active X Controls

Internet Options

| Gener-a_ || -rivacy-éi Conten?f Connection-s-j.F‘rograms_:' Advanced | 7. On the Internet Options window
go to the Security tab, highlight

Select a zone to view or change security settings.,

4 2 Internet
.3} o ® 8. Select

Inter‘net Local intranet  Trusted sites  Restricked
: sites Custom Level

Internet

O This zone is For Internet websites, i
except those listed in brusted and

restricted zones,

Securify level For this zone

Custom
Cuskom settings.
- To change the settings, click Custom level,
- To use the recommended settings, click Default level,

i Custom level,.. El Default level

[ Reset all zanes ko default level ]

r

l OK ][ Cancel ] Apply

Please see Appendix C - Vista Configuration Disable Protected Mode for additional settings under this tab.

Active X Configuration Settings

On PC'’s running Windows XP-SP2, Active X controls and plug-ins should have the configuration settings noted:

Security Settings - Internet Zone rz|
S Security Settings window will
automatically appear.
I‘. Activey controls and plug—insl o
19 Allow presviously unused Actives controls o run withouk pron .
@ Disable 9. Scroll down to section
O Enable = . .
@] Allow Seriptlets ActiveX controls and plug-ins
() Disable
. .
— 10. Automatic Prompting for
| Automatic prompting for Ackives! controls ActiveX controls:
() Disable
Enable
|| Binary and script behaviors
) Administrator approved i . X
() Disable 11. Binary and script behaviors:
h
B T ol Sninnakinn in & inahnisnd Hhak dear nak ies 08 En able
& | 2
*Takes effect after vou restart Inkernet Explorer
Reset customn settings
Resetto: [ pedium-high (default) v [ reset.. |
[ K ] [ Cancel ]

13



';Secuﬁty Settings - Internet Zone

Settings

L]

Download signed ActiveX controls @ 12. Download signed ActiveX controls:
() Disable
{_) Enable {not secure)

Prompt

13. Download unsigned ActiveX controls:

I_Il@ Disable {remmmended]l Disable
NoT secUr
i) Prompt 14. Initialize and script ActiveX controls
|#| Initislize and script ActiveX contrals not marked as safe for = not marked as safe:

{(®) Disable {recommended) Disable
() Enable (not secure) 15

. Run ActiveX controls and plug-ins:
i) Prompt piug

Run Active¥ contrals and plug-ins Enable
i) Adminiztrator approved )
() Disable 16. Script ActiveX controls marked safe

for scripting*:

Promp

)

(] Sr:ript. ActiveX controls marked safe for scripting™® ] Enable
) Disable ]
[gm 17. To save the changes, select
s

[£] ' i | (] OK

*Takes effect after you restart Internet Explarer

Reset custom setlings

Resetto: | Medium-high (default) (v | _Resst.. |

..save changes...

- o Are you sure you want to change the settings for this zone? 18. Confirm you would like to save
changes, select

14



| Gepereb] Securty | privacy | content | comechons | programs | Advanced |

Select a4 zone to view or change security sethngs.

@ & v O

Internet  Localintranet  Trusted sites  Restricted
sites

Internet =
This zone is for Internet websites, =
except those isted in trusted and

restncted zones,

“*Note to Windows VISTA

Security level for this zone users only**

Custom
Custom settings.
-To change the settings, dick Custom level,
-To use the recommended settings, dick Default level,

| | Enable Protected Mode (requires restarting Intermet Explorer’ b
Bk )
| Customlevel... | | Defauitievel |

...ensure enahbled
| Resetal zones to default level | protected mode is
disabled...

| General I Security |Privac'_.- | content || Connections || Programs || Advanced |

Select a zone to view or change security settings. The Internet Options window will

0 @ J G automatically appear.

Internet Local infranet  Trusted sites  Restricted

S 19. Close the Internet Options
Internet window by selecting
This zone is for Internet websites, e

0 except those listed in trusted and OK or Apply

restricted zones,

Security level for this zone

Custom
Custom settings.
-To change the settings, dick Custom level,
- To use the recommended settings, dlick Default level.

[ customlevel.., | [ Defauitievel |

[ Reset all zones to defalt level ]

15



Support SSL Encryption

| General || Security ” Privacy ﬁ Content || Connections || Programsl Advanced

Settings

=5 Security, hl
ow active content from CDs to run on My Computer®

[] Allow active content to run in files on My Computer®
[] allow software to run or install even if the signature is inv
Check for publisher's certificate revocation
[] Check for server certificate revocation™®
Check for signatures on downloaded programs
[] Do not save encrypted pages to disk
[] Empty Temporary Internet Files folder when browser is dc
Enable Integrated Windows Authentication®
Enable native XMLHTTF support
[ Phishing Filter

(O Disable Phishing Filter

(&) Turn off automatic website checking

() Turn on sutomatic webeite checking
Use SSL 2.0
Use 55 3.0
[ TUhseTis 1.0
Warn about certificate address mismatch®
] warn if changing between secure and not secure mode
Warn if POST submittal is redirected to a zone that does n

(<] W | (2]

*Takes effect after you restart Internet Explorer

| Restore advanced settings ]

Reset Internet Explorer settings

Deletes all temporary files, disables browser Reset
add-ons, and resets all the changed settings. o

‘You should only use this if your browser is in an unusable state.

Select

Advanced

Scroll down to

Security

Place check marks by:

+ UseSSL 2.0
+ UseSSL 3.0
Select
OK

16




Accept Cookies

Internet Options

: _ : 5. Select
| General | Security I Privacy - rions | Programs || Advanced | )
Privacy
Settings - -
?-_ To sek a standard privacy level instgad of using cuskom 6. Select
f_@ settings, click the Default butkan,
Advanced
Custom

- Advanced or imported settings

b
L Sikes ][ Import ]l! Advanced i Defaulk

Paop-up Blacker

Prevent most pop-up windows Fram Settings
appearing.

[]Turn on Pop-up Blocker

QK ] [ Cancel Apply

7. Place a check mark by

Advanced Privacy Settings

Override automatic cookie handling
g- You can choose how cookies are handled in the Intemet
= zone. This ovemdes automatic cookie handling.

8. Under First-party Cookies highlight
Cookies

| Owemide automatic cookie handlingl

Accept

9. Under Third-party Cookies highlight

First-party Cookies

Third-party Cookies

Accept
(®) Accept (%) Accept J p
] ok
0 p:,mm ®) p;mm 10. Place a check mark by
| [#] Aways allow session mkiesl Always allow session cookies

| e | o 11. Select

OK

17



Turn off Pop-up Blocker

Internet Options

12. Ensure Pop-up Blocker is turned
off.
13. Select
Setktings —
g-= | Toset a standard privacy level instead of using custom OK
_{cd'; settings, click the Defaulk button,

Custom

- ddvanced ar impaorted sethings

L Sites ] l Import ] [ Advanced ] [ Defaulk

Pop-up Blocker

Prexvent most pop-up windows From Setbings
appearing.

[J1urn on Pop-up Blocker

...ensure pop-up blocker
is turned off...

18




Trusted Sites

Internet Options

| Generall Security IPrivacy || Cantent || Connections | Programs | Advanced |

Select a zong ko wiew or change security settings.

Inkernet Local intranet w Restricked

sites

Trysted sites

Sik
V/ This zone contains websites that you E

trust nok to damage wour computer or
wour files,
‘o have websites in this zone.

Security level for this zone

Custom
Custorn sektings.
- To change the settings, click Cuskom level,
- To use the recommended settings, click Default level,

I_Custnmlevel... ”_ Defaulk level ]

[ Reset all zones o defaulk lewvel ]

You can add and remove websikes from this zone. All websites in
this zone will use the zone's security settings.

#£dd this website to the zone:
I https: /e specheck21.comd l add

Websites:

i Remove |

Il:IRequ're server verification (https:) For all sites in this zone .

Close

1. Select
Security

2. Highlight
Trusted Sites

3. Select
Sites

4, In the Add this website to this
zone option, type,

https://www.spscheck21l.com

5. Ensure that the Require Server
Verification (https:) for all sites in
this zone option is unchecked.

6. Select
Add

19




Trusted sites

X

spscheck21.com will be

added to your trusted
You can add and remove websites from this zone, All websites in sites.
this zone will use the zone's security settings,
8. Select
Add this website to the zone: Close
| | Add
Weabsites
https:/ A zpscheck21.com/ B
[ |Require server verification (https:) For all sites in this zone
Internet Options E”gj
General | Security | Privacy !l Content '! Connections | Programs '| fdvanced | 9. Select

Custom Level
Select a zone to view or change security setkings,

@ ¥ VIO

Internet Local intranet Restricked
sites

Trusted sites

PR,

- This zone contains websites that vou
trust not to damage your computer or

wour files,
You have websites in this zone.

Security level For this zone

Custom
Custom settings,
- To change the settings, click Custaom level,
- Touse the recommended settings, click Default level.

Custom level. .. Defaulk level

l Reset all zones ko default [evel J

[. (5] 4 _] [ Cancel Apply

20



Security Settings - Trusted Sites Zone

Security Settings window will

Settings .
- _ _ automatically appear.
¢! Activex controls and phug-ins -
¢ Allow previously unused Activex controls ko run without pror .
Disable 10. Scroll down to section
T ActiveX controls
and plug-ins
) Prompt 11. Automatic Prompting for
|#_Automatic prompting For Actives u:u:untrolsi ActiveX controls:
Disable
Enable
¢ Binary and scripk behaviors
" Administrator approved 12. Binary and script behaviors:
) Disable
Enable
4 Picrlaw vidan and aniraban a6 3 wahnanas Fhak doce mak oee
< | >

*Takes effect after you restart Inkermet Explorer

Reset custom settings

Resef to: |Medium(default) V| [ Reset... ]

[ Ok ] [ Cancel ]

Security Settings - Trusted Sites Zone

Settings

|#| Display video and animation on & webpage that does not use A 13. Download signed ActiveX

(%) Disahble controls:
() Enable

| #| Download signed Activel contrals | Enable
() Disable = 14. Download unsigned ActiveX

Er”:r:::t controls:
| ¢ Download unsigned Activex controls) Prompt

ST 15. Initialize and script ActiveX

() Enable .
& Frompt ] controls not marked as safe:

| @] Initialize and script Ackives controls not marked as safe for o Prompt

() Disable
) Enable

| Dom AchivaY conkeale and aloacine

< |

*Takes effect after you restart Inkernet Explorer

|

|3

Resel cuskom settings

Resef ta: |Medium {deFaulty V| [ Reset... l

[ K J [ Cancel ]

21



Security Settings - Trusted Sites Zone

Settings

@ | Run Activel contrals and plug-ins
T Administratar approved
() Disable
%) Enable
(_J) Prompt

|¥ Script Activel controls marked safe for scripting® |

Diisable
() Ensble|
(_) Prompt
.gg Downloads

._‘iﬁ Automatic prompting For file downloads
) Disable
(%) Enable

._aﬁ File download

) Disable
(Y Ershla

£

|

|

£
|°ﬁakes effect after wou restart Inkernet Explnrer'

Reset cusktom settings

Reset to;

|Medium {default) w |

’_ Reset.,.

]

[ o [ co ]

@J Are you sure you want to change the settings for this zone?

No

Yes

16. Run ActiveX controls and
plug-ins:

Enable
17. Script ActiveX controls
marked safe for scripting*:

Enable
18. Select
OK
19. Select
Yes

20. Close down all browser
sessions and relaunch

22




Customer Login

(= Welcome to Secure Payment Systems - Windows Internet Explorer

(12 A |§,httu:p’,iss:urepaymentsystems.cumf

¥ [#2][ %] [so0sl |[2]-
File Edit Wiew Favorites Tools  Help Links **
= —— 2
w 5‘7 | 55 Welcome to Secure Payment Systems | |

- 1. Direct your browser to
SECURE

SECUNRE www.securepaymentsystems.com
Spamenisysiems FE E EE E E S S EEEEEEEEEEEEEEEENI]

2. Select
Products Ciianty 50 expresscheck2l Website

and Services Merchant Sales Agent

Lo ard Prog
us show you how

casy It [s to have your

own gift card program

Press Releases Card Balance Inquiry Product Links
February 2007 T { P\ verisian * enCASH Website
- ielelv ! » achXPRESS Website New |

Secure Payment Systems Releases T -
Check 21 Offering I » expresscheck21 Website | New ) I
Secure Payment Systems (SPS) is proud Card #

to announce the intraduction of its new I Important Links
Chackoi/ARC =olution brandad =

(ex. GEND10001999)

ent Login | Secure Payme e dows Internet Explore 3. Enter your:
.“:J ;‘; . |§, http: ffvwan, expresscheck21.comf .

- File Code
File Edit \Wiew Favorites Tools  Help

w @ | (% |Client Login | Secure Payment Systems | |

« User Name

b »

: . Password

Note: Password is case
sensitive, all caps are

required.
Enter your File Code, Use me 2 4' SeIeCt
The password field is .
1. File Code: . Enter

2. User Name: L ] - =
check21 3. Password: |

HOME

€ Copyright 2006 Secure Payment Systems
All Rights Reserved

Note: Please contact customer service to obtain a Username, File Code and Password.

23




The Electronic Check Processing System

Welcome to the Processing Page will
e https:fiwww.spscheck?1.com/mframeset. himl - Windows Internet Explorer appear

@.\7 I |g https:{ i spscheckz 1 .com/mframeset bkml

| 5. In the left navigation window,

File Edt View Favortes Tools  Help

o ‘ 2 bt {Jiwis. spschecka1.comjframesst. bl |_‘ select
Support
Secure Payment Welcome to the Processing System.
Systems
User : TEDZ
The current time at the server is 16:42:37 as per the Atomic Clock
System Messages ACH Transactions
Cutoff time for ACH transactions is 18:00:00 Eastern (6:00PM) Daily.
Hseiliananes ACH transactions received hefore 18:00:00 Daily are guaranteed 6”30'21
Credits/Debits to be transmitted the same day.
To Your Accounts You have 1 Hr 17 Min 23 Sec lefi before the next ACH Cutoff.
Results Draft Transactions
Cutoff time for Draft transactions is 17:00:00 Eastern (5:00PM) Daily.
Combined Daily Returns Draft transactions received hefore 17:00:00 Daily are guaranteed
to be transmitted the same day.
ARC System You have 17 Min 23 Sec left before the next Draft Cutoff.
IRD System
Results Status : Results for today, Friday, February 23rd, 2007, are now available.
Logout System Messages :

The current server processing date is - 2/23/07
Transactions submitted now will be processed on this date.

Test Your Browser Settings

B - Ll T e T 6. On the right hand side, select:
Web Browser Test Suite
Secure Payment
Systems T —
User : TEDZ

System Messages
System Calendar - Monthly calendar of weekdays, weekends, and holidays.

User Manager
Web Browser Test Suite

Credits/Debits
To Your Accounts List of returr) codes with explanations
Results Scanner ang Demo Downloads

Combined Daily Returns

ARC System Address -
Secure Payment Systems

RO System 1065) Scripps Ranch Bivd. Suite 109
San Piego, CA 92131

Support Phone Number : 1-888-313-7842

< d Eronil - cunnad@Ecocuron-n mant cuct =

24



Browser Test Suite 7. Seven browser tests will be
displayed, select

The following tests will be pesfionmed: Test your BROWSER HERE!!
Test 1 - Browser Version
Test 2 - JavaSeript The Results will be displayed on
the next screen, with a status for
Test 3 - Java each test.
Test 4 - Java Vernon ™

Test 5 - Cookaes
Test 6 - Sesson Cookies
Test 7 - 55L

Please be patent while the tests are
performed. After all tests are performed, a
report will be displaved m your browser

| Test your BROWSER HERE Il ]

8. If your browser is configured
properly, all seven will display

PASSED

Recults of hrowser test suite

Test Stakus  [Addenal Infermation

SIE - Verson £.0
_AGENT : Moalla®4.0 (compatible; METE 6.0, Windows: NT 5.1, SV1)

Test 1 - Browser Version|PASSED

Test 2 - TavaScopt FASSED

Test 3 - Java PASSED
Test4 - Jawa Version  |PASSED |[Curvent Java Version: 1.5.0_06(Su)
Test 5 - Coolaes PASSED
Test & - Session Cookies [P ASEED
Test 7- 351 PASSED

Note: If one status displays something other than PASSED or if the test seems to hang, please refer to the
Troubleshooting Section at the end of this manual.
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Systems

9. Close the Results of browser

User : TEDZ 1 test suite window.
S] stem Messages The 10. On the left panel, select
Test 1 S
] upport
User Manager Test 2
Credits/Debits Test3 - Java
To Your Accounts Test 4 - Java
Results Test 5 - Cookies
Test 6 - Session Cookiq
: :
Combined Daily Returns Test 7 - SSL
Please be patient while {
ARC System
performed. After all test
IRD System report will be displaved
Support
[ Testyour BROW
Logout '
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Driver Downloads

The driver download process is a simple one step process. Drivers are supported by Windows 2000, XP and Vista
versions.

Scanner and Demo Downloads

Systems
User - TEDZ

System Messages
System Calendar - Monthly calendar of weekday 1. On the Support page, select

User Manager Scanner and Demo Downloads

Web Browser Test Suite
Credits/Debits
To Your Accounts I I ith natign

Results Scanner and Demo Downloads

Combined Daily Returns

ARC System Address -
Secure Payment Systems

IRD System 10650 Scripps Ranch Bivd. Suite 109

San Diego, CA 92131

Suppart

Support Phone Number - 1-888-313-7842
Logout

Download CX30 Drivers

Scan Demo Download 2. Select

DCC Tellerscan Drivers
—

ASP Installation

The following link is for the Digital Checl CX30 scanner

I—) | DCC Drivers for CX30
The following 2 links are for all Digital Check TS model scanners.

: select t':' - | Select the links in the order they appear. be sure to install both.
download drivers DCC-Tellerscan Drivers (2000 XP and Vista)
for CX30... DCC-Tellerscan API {2000 XP and Vista)
Magtek Utilit

Cannon Scanner Downloads
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sl

File Download - Security Warning

File Download — Security Warning

op up window will appear.
Do you want to run or save thizs hle? Pop Up bp

MHame: TellerScanCrivervzd, exe
Type: Application, 1.23ME

3. Select

Run

From: i, spscheckz] .com

Bun ][ Save ]L Cancel |

potentially harm your computer. [F wou do not trust the zource, do not

I\\ﬁ) WWhile files from the [nternet can be useful, thiz file type can
T run or gave thiz zoftware. What's the risk?

Wait for the download to complete.

b

TelerscanDrivery24, exe From www, spscheck21,.com

(FNaRSRWNWRRRANARRRARA AR )

Estimated kime left 3 sec (631KE of 1.28MB copied)
Dawnload ko Temparary Falder
Transfer rake; 175kKE[Sec

Cloze thiz dialog box when download completes

Open Open Faolder Cancel
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Internet Explorer - Security Warning

The publisher could not be verified. Are you sure you want to run this 5. Select
software?

Mame: TellerscanCriverv2d.exe

Run

Publisher: Unknown Publisher |

Run Don't Run

shaould only run software from publishers vou trusk, How can I decide whak
software bo run?

@ This file does not have a walid digital signature that verifies its publisher, ou

i'@- TellerScan Driver v2.4 Certified - InstallShield Wizard

Welcome to the InstallShield Wizard for
TellerScan Driver v2.4 Certified

The InstallshieldiR) wWizard will install Tellerscan Driv
erkified on vour computer, To continue, click Mext, appear.

6. Select

WARMING: This program is protected by copyright law and
inkernational kreaties,

< Back |I Mext = ' Cancel

Preparing to Install window will

Next
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i'—.% TellerScan Driver v2.4 Certified - InstallShield Wizard - _
==

Installing Tellerscan Driver 2.4 Certified Please Wait for the download to
The program Features wou selected are being installed. complete.

] Please wait while the Installshield Wizard installs TellerScan Driver vz .4
Certified, This may take several minutes,

Skatus:

Writing system regiskry values

[H-lllIII.IIII.I-lllIII.IIIIII.IIIIII.IIIIII--]

- Back Mexk = Cancel

Finish

The InstallShigld Wizard has successfully installed TellerScan T_
Driver v2.4 Certified, You may need to specify i \Program
Filesh Tellerscan Drivers as wour driver location when prompted,
Click. Finish to exit the wizard,

o e o |

Note: Now that you have successfully connected to your TellerScan, the Found New Hardware Wizard will
automatically appear.

Your new hardware is installed and ready to use!
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First Time User Configuration

If you're already logged onto our website, please maximize the web page. Otherwise, go to
www.securepaymentsystems.com and click on “expresscheck21” to log on.

ARC/IRD System

Welcome to the Processing System
page will appear.

A - Welcome to the Processing System.
t
Unar - TEDZ 1. Select
The corrent time at the is 17:00:42 the

System Messages ACH Tm:uﬁun.i rerver b H {2 sper ARC/IRD System

CulofT time for ACH transaciions s 13:00:00 Easte] 5 1t @PPliES t0 your processing
User Manages ACH transactions received hefors 18:00:00 Daily needs.
Credits/Debil to he tranernitted the same day. ‘ - "
To Your Accounts You have 50 Lin 1% See left hefore the nexi ACH CutofT.
BEesulls Draft Traneactions

CulolT time for Drafl transaciions is 17:00:00 Eastern (5:00PM) Daily.
AL System Diraft transactions received hefors 17:00:00 Daily are gnaraniesd

to he transmitted the same day.

IRO &
o0 e You have 23 Hr 50 Min 18 Sec 1eft hefore the next Draft CuiofT,
Support
" Resulls 5 Resulls for leday, Friday, Feb Gth, 2007 labl
prncessing esulls Stalus @ Resulls for L gy, Fiday, Fe ruar;.-'i & , dfe MOW avanlaa.
L System Messages :
Please wait as the System loads.
—
ARC System
Use CTRL-P to print any of the following screens after opening them
+ First time users need to configure their system System Configuration

Venfying and installing components

Loading

0000
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Internet Explorer Security Warning
window will appear.

Internet Explorer - Security Warning
2.

Select
Do you want to install this software? Install
Mame: EFTARCLEs F
Fublisher: Unknown Publisher
More options |! Inskall ! Don't Inskall |
g While files from the Internet can be useful, this file bype can potentially harm
wour computer, Cnly inskall software From publishers wou trost, What's Ehe pisks
3. Select
OK

Microsoft Internet Explorer

\?{) Do wou wank bo Trusk EFT Mebworks to Deploy components on this Computer?

(] 4 | Cancel
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System Configuration

checkzi
ARC System

4, The IRD/ARC System Main
Menu will appear, select

System Configuration

Use CTRL-P to pant amy of the folovang screen pareng tham
o Fiasd lhima uteis nmed 1o conligurs thes yitlon

——
TPEREInG Results 7

...select system
configuration to set up
sCanner...

Please Note: ..scan checks option will not be accessible until
systerm configuration is completed. .

. 5. Select
System Configuration

Select Scanner

—f}' Selact Scanner ]

[ Tavewersenn )

[ Erowser Test J

[. Back to hMoun Menu i ]
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Scanner Options

System Configuration

|

6. Select

Digital Check CX30

Select Scanner Hardware

(O Mo Scanner (Data Entry OMLY) [ General Options ]

O Magtek MICRImage

Select Port for Scanner ]

O Digital Check TS350/TS400ES

scanner Options ]

() Digital Check TS 220/230

I
() Magtek MICRImage(Bulk Scanning) [ scanner Options ]

scanner Options ]

Back to Main Menu |

Turbo Scanner Setup

Entry Mode ;:Masterﬁccuunt List Mode V
Scan Mode Eiasn:: v

Smppet Tyvpe: | Courte sy Armount v|

(®) Digital Check Cx30 Scanner Optians I

_select the digital
check cx30
scanner...

Scanner Setup will automatically
appear with default values.

7. Select

Test Scanner

...note the upload type
best suitahle far your
machine....

Ipload Tyvpe: HTTPs (Secure) v 4

=H CE3

. testyour scanner
here...
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Microsoft Internet Explorer @

TurboScan testing window will
E s appear.
. ! Turbo Scanner appears to be working Fine! 8. Select
OK
Turbo Scanner Setup
9. Select
Entry Mode | Master Account List Made + | Close

Scan Mode |Eiasi|: V|

Smippet Tyvpe: | Couresy Amount Vl
Upload Type: |H'I_I'F"s (Secura) V|

[ Test Scannet

Note: The initialization of the Turbo Scanner may fail on the first attempt. If this occurs, please proceed to
Step 11 Scan Checks and attempt to scan your items.
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You will automatically return to the

?;Ef;riutii[‘];:b;fu = Select Scanner Hardware page.
10. Select
Results Select Scant IRD or ARC System
TARC Syatem | e e, T
Tit Wiewer Se : —

| [RD System

Browser Test |

...5elect Suprort
processing
— Logout
application._. Back to kain benu |

You are ready to scan checks!

11. Select

Use CTRL-P to print any of the following screens after Scan Checks

! Flrsttlme _UE_?F?_ needtu cunﬁgu.r_e .t.ha_a?r system Sysig _ﬂﬂ For instructions on how to Scan
Checks, please refer to the
=== expresscheck2l Fasttrack User

-

scan Checks =] Guide.

View Returns
Bati:h Out Resubmitted ltems

Viewrsearch Iltem History

4

R e " — -
Fenaing Results Fi
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Appendix A - Browser Settings Addendum IE 6.0

For problem resolution, ensure that your browser settings are configured with the following settings:

. Java Enabled for Microsoft VM
. Java Enabled for Java Sun

. JavaScript Enabled

Windows Messenger
Diagnose Conneckion Problems. .
Sun Java Console

Inkerrnet Cptions

1. Launch Internet Explorer
File Edit View Favorites 2. Select
Tools
Fil=  Edit Miew Favorites Help 3. Select
'i% :'.ﬂ'? | | Delete Browsing Hiskary, .. Internet Options
' Pop-up Blocker »

Phishing Filker 2

Manage Add-ons 2

Windows Update
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Java Enabled for Microsoft VM

If you have Java Sun installed, please skip this section and refer to Java Enabled for Java Sun.

Internet Options

vacy | Contert | Connections || Pragrams || Advanced |

Select a'web content zone bo specify itz securnty settings.

® | @ &

Local intranet  Trusted sites  Restricted
= zites
Internet
Thiz zone containg allWeb sites you Eilen
haven't placed in other zones e

Security level for thiz zone

Custom
Custom zettings.
- To change the settings, click Custam Level.
+ To uze the recommended settings, click Default Level.

‘! Custom Lewvel... I Default Level

4. Select

Security
5. Highlight

Internet
6. Select

Custom Level

[- Ok ][ Cancel ] Apply

Security Settings

Setkings:

Ei Microsoft WM
Java permissions |

() Disable Java

() Loww safeky
) Medium safety

&] Miscellaneous

& Access data sources across domains

{(¥) Disable
() Enable
O Prompk

& allow META REFRESH
i T I I P
%

|

£

Reset custom settings

Reset ba: | Medium v|[ Reset

|! Ik I Cancel

7. Scroll down to

Microsoft VM

8. Under Java permissions select

High Safety

9. Select
OK
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Internet Options

| General | Security | Privacy | Contert | Corrections | F'rn:ngramsl .ﬁ.dvancedi

Settings:

I Ei Microzoft Wi ' ~
ava conzole enabled [requires restart)

Show pictures

@ Prirting

£

Java logaing enabled
JIT compiler for virtual machine enabled [requires restart] b
% ultimedia

Enable Automatic Image Resizing

Enable Image Toolbar [requires restart]

Play animations in web pages

Play zounds in web pages

Play wideos in web pages

[] Show image download placehalders S

Srnart image dithering

[] Frint background colors and images
Q, Search from the Addreszs bar bl

| 3

[ Restare Defaulk:

10. Select
Advanced
11. Scroll Down to the Microsoft VM

section, ensure that a check
mark is placed by:

JIT compiler for virtual machine
enable (requires restart)

12. Select
OK

|! k. H Cancel Spply
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Java Enabled for Java Sun

File Edit Miew Favorites -Help

Fil=  Edit Miew Favorites Help

'ﬂ? :'.ﬂ'? | T Delete Browsing Hiskary, ..
d Pop-up Blocker 3
Phishing Filker »
Manage Add-ons »

Windows Update
Windows Messenger

Diagnose Conneckion Problems. .
Sun Java Console

Inkerrnet Cptions

1. Launch Internet Explorer
2. Select
Tools
3. Select

Internet Options
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Internet Options

[& 3ava Gun)
Ise JRE 1.5.0_08 for <applet> (requires restart)

Always use ClearType for HTML*
Enable automatic image resizing
Play animations in webpages™
Play sounds in webpages
[] Show image download placeholders
Show pictures
Smart image dithering
@ Printing

[] Print background colors and images

p Search from the Address bar

| (O Donotsearch from the Address bar
il{_] i |

*Takes effect after you restart Internet Explorer

Select

Advanced

Scroll down to

Java (Sun)

Place a check mark by

Use JRE
(requires restart)

Select
OK

[ Restore advanced settingf

Reset Internet Explorer settings

Deletes all temparary files, disables browser Reset...

add-ons, and resets all the changed settings.

‘You should only use this if your browser is in an unusable state.

Note: If any of the settings changed, a restart is required. Reboot your PC. If neither Microsoft VM nor
Java Sun is found, you need to install Java or if you do not have the latest version of Java.

1. Go to www.java.com,

2. Select Java Software Free Download

3. Follow the on-screen instructions for installing Java.
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Java Script Enabled

1. Launch Internet Explorer

File Edit Yiew Favaorites | T Help 2. Select

Tools
File Edit ‘iew Favorites Help
L;i';‘ :',";? | | Delete Browsing Hiskory. .. 3. Select
Eon-tnHlocker ' Internet Options
Phishing Filker 3
Manage Add-ons »

Windows Update
Windows Messenger

Diagnose Conneckion Problems. .,
Sun Java Console

Internet Cptions
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Internet Options

@rivaw | Content | Cannections | Programs | Advanced | 4. Select

Select a'web content zone to zpecify itz zecurnity zettings.

G Security
h g o e 5. Highlight
Local intranet  Trusted sites Hes_triu:ted
sites Internet
Internet 6. Select

Thiz zone containz all *Web sites pou

[ e
S AR
haven't placed in ather zones :

Custom Level

Secunty level for thiz zone

Custom

Cuztom zettings.
- Ta change the settingz, click Customn Lesvel.
- To uge the recommended zettings, click Default Level,

" ! Custarm Lewvel... ' [ Default Level ]

[- UK H Cancel ] Apply

Security Settings rde.d 7. Scroll down to
Settings: o
Scripting
|§; Scripking ! il
el 8. Under Active scripting, highlight
) Disable
| & Enable |
() Prompt Enable
Allow paste operations via script
() Disable 9. Under Allow Paste operations via
script, highlight
", Fromp
Scripting of Java applets Enable
() Disable
= 10. Under Scripting of Java applets,
G v highlight
+ 3
Reset custom settings Enable
Reset bo: | Medium v| [ Feset ] 11. Select
o J|[ conel | =

43



Internet Options

]Eenera” Security |F'rivan:_l,l | Content | Connections | Programs | Advanced |

Select a'web content zone to specify itz zecurity zettings. 12. Select

¢ 0 @ ox

Local intranet  Trusted sites Flesticted
zites

Internet
Thiz zone containg all Web sites you i
haven't placed in ather zones ——

Security level for thiz zone

Custom
Cuzstom zettings.
- To change the zettingz, click Custom Lewvel.
- To uze the recommended zettingz, click Default Level,

[ Cuztom Level... ] [ Default Level ]

Cancel Aoy

Note: If your scanner is still not working properly, please refer to the Troubleshooting Section at the end of this
manual.
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Appendix B Browser Settings Addendum IE 7.0

The addendum section if for troubleshooting purposes to be used in the event your scanner does not perform
properly or is not recognized by the ARC/IRD application. Additional items that may need to be addressed in your
web browser are the configuration of the following settings:

. Java Enabled

« JavaScript Enabled

Before proceeding to the section below, please ensure you have the latest version of Internet Explorer 7.0, go to
www.microsoft.com.

Java Enabled

1. Launch Internet Explorer

| 1 2. I
File Edit ‘Wiew Faworites Help Select

Tools

File Edit ‘Wiew  Fawarites Help
. I - 3. Select
o Delete Browsing Histary... )
W | Internet Options
d Pop-up Elocker k
Phishing Filter
Manage Add-ons k

Windows Update
Windows Messenger

Diagnose Conneckion Prablems. ..
Sun Java Console

Internet Cptions
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Internet Options

| General || Security | Privacy | Content | Connections || Programsl Advanced

Settings - 4, Select
[& 3ava Gum) el A
| | van
| Use JRE 1.5.0_08 for <applet= (requires restart) dvanced
[ media
Always use ClearType for HTML* 5. Scroll down to
Enable automatic image resizing
Play animations in webpages™ Java (SU n)
Play sounds in webpages
] show in_'nage download placeholders 'E 6. Place a check mark by
Show pictures E
B Smart image dithering Use JRE
| 8= Printing .
) ] Print background colors and images (req uires reStart)
JQ_}' Search from the Address bar [
| ) Donotsearch from the Address bar B ] 7. Select
i £ it | [il |
*Takes effect after you restart Internet Explorer OK

[ Restore advanced settings ]

Reset Internet Explorer settings

Deletes all temparary files, disables browser
add-ons, and resets all the changed settings.

Reset...

You should only use this if your browser is in an unusable state.

OK. Cancel

Note: If any of the settings changed, a restart is required. Reboot your PC. If Java Sun is not found, or if you do
not have the latest version of Java:

1. Go to www.java.com,
2. Select Java Software Free Download

3. Follow the on-screen instructions for installing Java.
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Javascript Enabled

1. Launch Internet Explorer

File Edit ‘iew Favorites -Help 2. Select

Tools
File Edit Wiew Favorites Help 3. Select
'ﬁ ofe | | Delete Browsing Histary. .. Internet Options
. Pop-up Blocker 3
Phishing Filter k
Manage Add-ons k

indows Update
Windows Messenger

Diagnose Connection Problems. ..
Sun Java Console

Inkternet Options
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ivacy | Content | Conmections | Programs | Advanced |

Select a zone to view or change security settings,

@/ O

Local intranet  Trusted sites  Restricted
sites

Internet

This zone is for Internet websites, AER
except those lisked in trusted and

restricted Zones.

Security level For this zane

Custom
Cuskom settings.
- Ta change the settings, click Custom level.
- To use the recommended settings, click Default level,

—
= Custom level.., Default lewvel

L oK ] ’ Cancel Apply

Security Settings

Settings:

Scripting |
ctive scripking

() Disable
| (&) Enatile |
() Prompt
Allow paste operations via scripk
() Disable
(' Pramp
Scripting of Java applets

() Disahbie
(%) Enable
(_ Prompt

[ ST PR T S SRy,
< -

e
| £

>

Reset custom settings

Reset ko |Medium v|’_ Reset J

I [0]4 | Cancel

4. Select
Security
5. Highlight
Internet
6. Select
Custom Level

7. Scroll down to

Scripting

8. Under Active scripting, highlight
Enable
9. Under Allow Paste operations
via script, highlight
Enable
10. Under Scripting of Java applets,
highlight
Enable
11. To close the Security Settings
window
12. Select
OK
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| General | Security | Privacy || Content | Connections || Proarams || Advanced | 13. To close Internet Options
window, select

Select a zone to view or change security settings.

@ €@ v O =

Internet Local intranet  Trusted sites  Restricted
sites

Internet

q Thiz zone is for Internet websites, S
except those listed in trusted and
restricted zones.

Security level for this zone

Custom

Custom settings.
- To change the settings, dick Custom level.
- To use the recommended settings, dick Default level.

[ customlevel... | [ Defauitievel |

| Resetal zones to defauitlevel |

mW][wvl

Note: If you are still unable to get your CX30 scanner to work properly, please refer to the Troubleshooting Section
at the end of this manual.
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Appendix C Windows Vista Configuration

Run as Administrator

Prior to scanner installation, all configuration settings and driver download must be run under the Administrator
option when running Vista.

Open
Open file location
'1_"" Run as administrator

5 ith AVG .
by From the Windows Task Bar
E-mail with Yahoo!
Pin to Start Menu 1. Right Mouse Click on the Internet
Add to Quick Launch Explorer Icon
Send To , 2. The IE menu will appear
Cut
Copy

Create Shortcut
Delete

Rename

...tight mouse click on |IE
icon in task bar...

Run as administrator I

Can w

...5elect run as

E-miail with ¥ahoo! administrataor option...
Pin to Start Menu
Add to Quick Launch
Send To : 3. Select
i Run as administrator
Cut
Copy . 4. Continue the Installation Process

as outlined in Web Browser
Configuration IE 7.0

Create Shortcut
[relete

Rename

i E ﬁ Properties
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Disable Protected Mode

In order for the User to run the application normally (not as administrator) protected mode in Vista needs to be
disabled. If this process is not recommended by your company network administrator, then please follow Steps
1 - 3 as listed above each time you login to scan your checks.

linternet Options 7 ==

se-n-.l-]‘:ve_nmlﬁwacy | content | connections | Programs | Advanced|

To Disable Protected Mode:

Jeiect a zane to view of change security settings.

0 ﬁ f ® - From the Internet Options Security

Internet  Localintanet Trustedsites  Restricted Tab
sites
Internet
0 This zone is for Intamet websites, e 5. Remove the check mark from
i sy i il | _ Enable Protected Mode
[**Mote to Windows VISTA
Seaurity level for this zone |users only** ]
g = : 6. Continue Browser
Cusbom . . . .
Customsettrgs, Configuration as defined in
Bhorbsin oo o st Web Browser Configuration IE

=To use the recommended settings, dick Default level.

7.0

Ll | | Enable Protected Mode (requires restarting Internet Explorer’ ——rt
[ customievel.. || Defeuitievel |

= - ...ensure enahled
[ Resetal zones to defattiovel | protected made is
disahbled...

) ) )
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